
Catalog Listing Checklist 
Before filling out the form you have been provided, use this checklist to collect the 

information you’ll need to submit your self-verified listing to the Works with YubiKey 

Catalog. 

 

1. Company Name 

2. Company Logo 

3. Product Name 

4. Product Logo or Video 

a. If you do not have a video, we’ll use a standardized GIF in its place 

b. Video can be added at any time 

5. Industry/Product Category (select all that apply) 

a. Blockchain/Cryptocurrencies 

b. Browser 

c. Cloud Services 

d. Communications 

e. Developer Tools 

f. Domains 

g. Education 

h. Financial Services 

i. Gaming 

j. Government 

k. Hardware Security Module 

l. Healthcare 

m. Identity Management 

n. Internet of Things 

o. Legal 

p. Media and Entertainment 

q. Productivity 

r. Public Key Infrastructure 

s. Retail 

t. Security 

u. Transportation 

v. Utilities 

w. Other 

6. Product Overview 

a. What does the product do? 

7. Problem Statement 

a. Describe the customer challenge/need that the product addresses. 

8. Solution Statement 

a. How does the product solve the customer's challenge/need? 

9. Supported protocols (select all that apply) 

a. Challenge-response 



b. FIDO2/WebAuthn 

c. One Time Password - Yubico OTP 

d. One Time Password - Yubico OTP (Custom configuration required) 

e. One Time Password - TOTP 

f. One Time Password - HOTP 

g. OpenPGP 

h. Smart Card (PIV) 

i. Universal 2nd Factor (U2F) 

10. Supported YubiKeys (select all that apply) 

a. USB-A form factors (e.g. YubiKey 5 Nano) 

b. USB-C form factors (e.g. YubiKey 5C) 

c. NFC-compatible form factors (e.g. YubiKey 5 NFC) 

d. Lightning-compatible form factors (e.g. YubiKey 5Ci) 

11. Joint Overview 

a. Describe the primary use cases addressed by the product's YubiKey integration. 

12. Joint User Benefit Statement #1 

a. Describe how the product and the YubiKey together meet customer needs. 

13. Joint User Benefit Statement #2 

a. Describe how the product and the YubiKey together meet customer needs. 

14. Joint User Benefit Statement #3 

a. Describe how the product and the YubiKey together meet customer needs. 

15. Desktop/Laptop OS Platform Support: Does the product have a desktop application? 

a. Yes 

b. No 

16. Which desktop/laptop OS platforms does the product support? (select all that apply) 

a. Classic Mac OS 

b. Firefox OS 

c. Linux 

d. macOS 

e. Microsoft Windows 

17. Mobile App OS Platform Support: Does the product have a mobile application? 

a. Yes 

b. No 

18. Which mobile OS platforms does the product support? (select all that apply) 

a. Android (Smartphone/Tablet via NFC) 

b. Android (Smartphone/Tablet via USB-C) 

c. iOS (iPhone via NFC) 

d. iOS (iPhone/iPad via Lightning) 

19. Web Browser Support: Does the product have a web browser application? 

a. Yes 

b. No 

20. Which desktop/laptop web browsers does the product support? (select all that apply) 

a. Brave 

b. Chromium 



c. Google Chrome 

d. Internet Explorer 

e. Maiar Explorer 

f. Microsoft Edge 

g. Mozilla Firefox 

h. Opera 

i. Safari 

j. N/A 

21. Which mobile web browsers does the product support? (select all that apply) 

a. Brave 

b. Chromium 

c. Google Chrome 

d. Internet Explorer 

e. Maiar Browser 

f. Microsoft Edge 

g. Mozilla Firefox 

h. Opera 

i. Safari 

j. N/A 

22. Setup Link 

a. Where on the company website can customers find YubiKey registration or setup 

instructions? 

23. System Reqs Link 

a. Where on the company website can customers find the product's system 

requirements? 

24. Purchase Link 

a. Where on the company website can the product be purchased or downloaded, or 

a request for sales contact be made? 

25. Support Link 

a. Where on the company website should we direct customers for technical 

support? 


